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This Privacy Policy outlines the terms and conditions under which OpOp Foundation ("we,"
"us," "our") collects, uses, protects, and processes your personal information. By accessing
or using the OpOp platform (including the OpOp Telegram bot for mining), you agree to the
terms outlined in this policy. If you do not agree with any part of this policy, please refrain
from using our platform.

1. Introduction

The OpOp Foundation is committed to safeguarding your privacy while using our services.
This Privacy Policy outlines the types of information we collect, how we use it, and the steps
we take to ensure its protection. This document 1s designed to comply with applicable data
protection laws and provide transparency on how your data is handled.

2. Information We Collect

OpOp collects only the minimum required information for operational purposes:

Telegram Usernames: We collect your Telegram username provided by the Telegram API,
which s used to create your unique user ID in the OpOp database.

Mining Activity Data: We collect data related to your mining activities, which 1s used to
track your mined coins and convert them to OpOp Coins.

No personally 1dentifiable information (PII) such as your full name, address, or payment
details 1s collected unless explicitly stated.
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3. How We Use Your Information

The information we collect is used for the following purposes:
Tracking Mining Progress: To monitor your mining activities and ensure correct distribution
of mined coins to your account.

Coin Conversion; At the end of each year, we convert your mined coins to OpOp Coins and
credit them to your OpOp account.

User Communication: To provide important updates, system alerts, notifications, and other
essential communications necessary to improve your user experience.

4. Data Retention

We retain your data for the duration of your participation in the OpOp platform, primarily to
track your mining activities and process your mined coins. We may retain certain
information for legal or operational reasons, including resolving disputes and enforcing our
agreements,

5. Data Security

We take appropriate security measures to protect your information from unauthorized access,
alteration, or loss. However, no method of electronic transmission or storage is 100% secure,
and OpOp cannot guarantee complete security of your data. By using our services, you
acknowledge the nherent risks mvolved.

6. Third-Party Data Sharing

We do not sell, trade, or share your data with third parties for marketing purposes. We may
share your data with trusted third-party service providers who assist us in delivering our
services. These third parties are bound by contractual agreements to ensure your data is
handled with the same level of protection as outlined in this policy.
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7. Use of Data for Marketing and Notifications
We may use your data to send you marketing communications, updates, or notifications
related to the OpOp platform, provided these communications align with your interests. You
can opt out of marketing emails at any time by following the unsubscribe instructions or
contacting us directly.

8. Limitations of Liability

While we strive to ensure the security of your data and the continuous operation of our
platform, OpOp cannot be held liable for any indirect, incidental, or consequential damages
resulting from data loss, service interruptions, or system failures. By using the platform, you
agree to release OpOp from any legal claims associated with data loss, damage, or
disruption,

OpOp is not liable for any harm caused by using the platform, including but not limited to
physical, financial, or emotional harm.

9. Defamation, False Claims, and Legal Actions

Any false claims, defamatory statements, or spreading of false rumors regarding OpOp or its
services will be subject to legal action. OpOp Foundation reserves the right to pursue legal
remedies for defamation and false information, including filing lawsuits for damage to
reputation, fraud, or misleading conduct.

10. User Rights and Data Access

As a user of the OpOp platform, you have the right to request access to your data, correct
any inaccuracies, and request deletion of your information (subject to operational and legal
constraints). If you wish to exercise any of these rights, please contact us through the
provided contact information,
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11. Modifications to the Privacy Policy

OpOp Foundation reserves the right to update or modify this Privacy Policy at any time. Any
changes to this policy will be communicated to users through the platform, and updated
versions will be posted on our website. It 1s your responsibility to review this Privacy Policy
periodically.

12. Dispute Resolution and Governing Law

Users and all participants in the crypto space are encouraged to discuss, critique, review,
promote, and share information about the OpOp network platforms voluntarily, provided the
discussions are positive, accurate, and constructive. This includes educational content,
promotional activities, or any other form of content related to the OpOp network platforms,
as long as it 1s truthful and aligns with the actual performance and objectives of the platform.
However, any individual or entity found engaging in harmful activities or spreading false
information with malicious intent will be subject to legal action by the OpOp Foundation.

In the event of disputes, users agree to resolve issues informally with OpOp's support team
first. If unresolved, disputes will be subject to binding arbitration under the laws governing
the OpOp Foundation.

Conclusion By using the OpOp platform, you acknowledge that you have read and
understood this Privacy Policy and agree to the terms outlined above. OpOp is committed to
providing a secure, transparent, and user-friendly experience, and we are dedicated to
protecting your data and privacy.

If you have any questions or concerns about this Privacy Policy, please
contact us at: info@opopnetwork.com




